This book is an attempt to discuss the legal and regulatory aspects of cybersecurity. It examines international, regional and national regulatory responses to cybersecurity. It particularly examines the response of the United Nations and several international organizations to cybersecurity. It provides an analysis of the Council of Europe Convention on Cybercrime, the Commonwealth Model Law on Computer and Computer Related Crime, the Draft International Convention to Enhance Protection from Cybercrime and Terrorism and the Draft Code on Peace and Security in Cyberspace. The book further examines policy and regulatory responses to cybersecurity in the United States, the United Kingdom, Singapore, India, China and Russia. It also examines the African Union’s regulatory response to cybersecurity and renders an analysis of the Draft African Union Convention on the Establishment of a Credible Legal Framework for Cybersecurity in Africa. It considers the development of cybersecurity initiatives by the Economic Community of West African States, the Southern African Development Community and the East African Community. The book further provides an analysis of national responses to cybersecurity in South Africa, Botswana, Mauritius, Kenya, Ghana and Nigeria. It also examines efforts to develop policy and regulatory frameworks for cybersecurity in sixteen other African countries (Algeria, Angola, Cameroon, Egypt, Ethiopia, Ghana, Lesotho, Morocco, Namibia, Niger, Seychelles, Swaziland, Tanzania, Tunisia, Uganda and Zambia). Nigeria is used as a case study to examine the peculiar causes of cyber-insecurity and the challenges that hinder the regulation of cybersecurity in African states as well as the implications of poor cybersecurity governance on national security, economic development, international relations, human security and human rights. The book suggests several policy and regulatory strategies to enhance cybersecurity in Africa and the global information society with emphasis on the collective responsibility of all states in preventing trans-boundary cyber harm and promoting global cybersecurity. This book will be useful to policy makers, regulators, researchers, lawyers, IT professionals, law students and any person interested in seeking a general understanding of cybersecurity governance in developed and developing countries.

Uchenna Jerome Orji is a Barrister and Solicitor of the Supreme Court of Nigeria. He holds a Bachelor of Laws (LL.B) honours Degree from the University of Nigeria and a Masters of Laws (LL.M) Degree from the University of Ibadan, Nigeria with a research specialization in Information Technology Law. He is also a Consultant to the African Center for Cyber Law and Cybercrime Prevention (ACCLP) of the United Nations, African Institute for the Prevention of Crime and the Treatment of Offenders, Kampala, Uganda.
CYBERSECURITY
LAW AND REGULATION

Uchenna Jerome Orji

Barrister and Solicitor of the Supreme Court of Nigeria
LL.B (Hons) (University of Nigeria), BL (Nigerian Law School),
LL.M (University of Ibadan)
Dedication

To Sir & Lady Moses Orji (KSJ).

To my siblings:

Ify,

Ngozi,

Tobechukwu, and;

Ugochukwu.

To Emmanuel Orji;

And;

To the living memory of Barrister Orji Jerome Arochukwu (1973-2009).

“...And even in our sleep, pain that cannot forget, falls drop by drop upon the heart, against our will comes wisdom to us by the awful grace of God”.

Agamemmon of Aeschylus.
“Cybersecurity looms as the 21st century’s most vexing security challenge…Technology continues to race ahead of the ability of policy and legal communities to keep up”.

John Edwin Mroz,
President and CEO EastWest Institute.
Preface

During the 20th century, technological advances brought about the convergence of telecommunications and computer technologies. This signified the beginning of an era known as the information age. The information age is characterized by the rise of digitalization which basically implies a technological shift from analog and electro-mechanical technologies to digital technologies. A very distinctive feature of the information age is the continuous integration of computer and digital communications technologies in virtually all aspects of life and critical services that support modern societies and the tendency towards “connecting everything to everything”. This has given rise to the emergence of the information society. However, the emergence of the information society as a result of the integration of computer and digital communications technologies in all aspects of life has also redefined traditional notions of security. The security of digital data, computers, digital communications technologies and information networks now have an overwhelming influence on almost all aspects of life and society including the global economy. Thus, with the emergence of the information society, malicious conducts against information systems such as computer systems and networks now have the potential of affecting individuals, countries and the global economy in ways previously unimagined. The most critical challenges of the information society have been the security of digital data and information systems and the prevention of the malicious misuse of information communications technologies by criminals, terrorist groups, or state actors. Measures to address these security challenges of the information society have given rise to a new concept known as “cybersecurity”. Cybersecurity seeks to promote and ensure the overall security of digital information and information systems with a view to securing the information society. Thus, the concept is broadly concerned with social, legal, regulatory and technological measures that will ensure the integrity, confidentiality, availability and the overall security of digital information and information systems in order to achieve a high degree of trust and security necessary for the development of a sustainable information society.

This book is an attempt to discuss the legal and regulatory aspects of cybersecurity. It presents an analysis of international, regional and national regulatory responses to cybersecurity in both developed and developing countries. It highlights the limits and challenges of these regulatory responses in the promotion of cybersecurity and explores several regulatory measures to address the highlighted challenges with a view to promoting global cybersecurity. The book suggests several regulatory measures to enhance global cybersecurity and also emphasizes the need for the collective
responsibility of states for global cybersecurity. Although, developments in
the criminal use of information communications technologies “continues to
race ahead of the ability of regulatory frameworks to keep up”, nevertheless,
this book will be useful to policy makers, regulators, researchers, lawyers,
students and any person interested in seeking an understanding of
cybersecurity governance in developed and developing countries - especially
in African countries.

This book is divided into seven chapters.
Chapter one sets out an introduction to cybersecurity law and regulation. It
sets out definitions of cybersecurity and then examines the scope and basic
concepts of cybersecurity as well as the critical components of cybersecurity
governance. It examines a range of malicious conducts which cybersecurity
laws seek to prohibit and other contextual legal issues affecting cybersecurity.
The chapter then explores several “real world” perspectives to cybersecurity.

Chapter two examines several international responses and initiatives
in the field of cybersecurity. It provides an analysis of the Council of
Europe Convention on Cybercrime and other proposed international
legal frameworks on cybersecurity such as the Commonwealth Model
Law on Computer and Computer Related Crime, the Draft International
Convention to Enhance Protection from Cybercrime and Terrorism,
and the Global Protocol on Cybersecurity and Cybercrime. The chapter
also examines the limitations of international regulatory responses on
cybersecurity.

Chapter three examines the responses of some developed and technologically
advanced countries as well as developing countries to cybersecurity. In
this regard, the chapter basically examines legal, policy and institutional
regulatory responses to cybersecurity in countries such as the United States,
the United Kingdom, Singapore, India, China and Russia. It also looks at
some of the major challenges that hinder cybersecurity governance in these
countries.

Chapter four generally examines African multilateral regulatory responses
to cybersecurity at the regional and sub-regional levels. It looks at the
development of cybersecurity initiatives by the African Union and renders
an analysis of the Draft African Union Convention on the Establishment of
a Credible Legal Framework for Cybersecurity in Africa. It highlights some
problems of the Draft Convention and also looks at cybersecurity initiatives
developed by sub-regional multilateral organizations such as the Economic
Community of West African States, the Southern African Development
Community and the East African Community.
Chapter five examines the national responses of African countries to cybersecurity. It provides an analysis of cybersecurity laws in several African countries that have established legal frameworks for cybersecurity such as South Africa, Botswana, Mauritius, Senegal, Kenya and Ghana. It also renders an assessment of ongoing efforts to develop legal and institutional frameworks for cybersecurity as well as other relevant cybersecurity initiatives in African countries.

Chapter six examines Nigeria’s regulatory response to cybersecurity. It renders an analysis of existing and proposed regulatory frameworks on cybersecurity to determine the adequacy of these regulatory frameworks to the development of a secure and responsible information society. Nigeria is used as a case study to examine the peculiar causes of cyber-insecurity in African states as well as the peculiar challenges that hinder the effective regulation of cybersecurity in African states. The chapter also uses Nigeria as a case study to examine the implications of poor cybersecurity governance on national security, economic development, international relations, human security and human rights.

Chapter seven explores policy and regulatory strategies to enhance cybersecurity at the national, regional and global levels. It provides a summary of cybersecurity initiatives within the African region and proposes several policy and regulatory measures to enhance cybersecurity in Africa. This is then followed by proposals for policy and regulatory measures to enhance global cybersecurity. The chapter is concluded with a proposal for the collective responsibility of states for global cybersecurity. In this regard, the chapter suggests that the norm that states may be held responsible for acts and omissions within their territories which produce trans-boundary harm in other countries may also be applied for the purpose of promoting the concept of the collective responsibility of states for global cybersecurity.
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